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Introduction 

Active Directory Domain Services (AD DS) est un service annuaire développé par 

Microsoft, conçu pour gérer et organiser les ressources d’un réseau informatique, 

comme les utilisateurs, les ordinateurs et les périphériques. Il permet aux 

administrateurs réseau de centraliser les informations sur ces ressources et de 

contrôler leur accès à travers des politiques de sécurité. AD DS repose sur une 

structure hiérarchique composée de domaines, d’unités organisationnelles et de 

forêts, facilitant ainsi la gestion des grandes infrastructures informatiques. Les 

utilisateurs peuvent s’authentifier via AD DS pour accéder à leurs ressources 

autorisées, tandis que les administrateurs bénéficient d’un cadre puissant pour gérer 

les permissions et les configurations au sein du réseau. 

Dynamic Host Configuration Protocol (DHCP) est un protocole réseau essentiel 

qui automatise l’attribution des adresses IP aux appareils connectés à un réseau. Il 

élimine le besoin d’attribuer manuellement des adresses IP, ce qui réduit les erreurs 

de configuration et simplifie la gestion des réseaux. Le serveur DHCP attribue 

automatiquement une adresse IP à chaque appareil en fonction d'une plage définie, 

tout en fournissant d'autres paramètres réseau, comme le masque de sous-réseau, 

la passerelle par défaut et les serveurs DNS. Ce processus assure une connectivité 

réseau rapide et fiable pour les appareils clients tout en minimisant l’intervention 

administrative. 

Domain Name System (DNS) est un service fondamental de l’infrastructure réseau 

qui traduit les noms de domaine lisibles par les humains (comme 

www.exemple.com) en adresses IP (comme 192.168.1.1) utilisées par les machines 

pour établir des communications. En agissant comme un annuaire téléphonique pour 

Internet et les réseaux locaux, le DNS facilite la navigation et l’accès aux ressources 

réseau. Dans un environnement Active Directory, le DNS joue un rôle clé en 

fournissant les résolutions de noms pour localiser les contrôleurs de domaine et 

d’autres services essentiels, assurant ainsi un fonctionnement fluide et une gestion 

centralisée des ressources du réseau. 

Installation des rôles 

L’installation des rôles AD DS, DHCP et DNS sur Windows Server 2019 est une 

étape cruciale pour mettre en place une infrastructure réseau centralisée et efficace. 

Ces rôles peuvent être ajoutés via le Gestionnaire de serveur, qui propose un 

assistant simple pour sélectionner et configurer les services nécessaires. Une fois 

les rôles installés, l’assistant de configuration post-installation guide l’administrateur 

pour promouvoir le serveur en contrôleur de domaine, configurer un serveur DHCP 

pour gérer automatiquement l’attribution des adresses IP, et activer le DNS pour 

assurer la résolution des noms de domaine. Cette intégration garantit une gestion 

centralisée et un fonctionnement fluide du réseau. 
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Ouvrir le tableau de bord du gestionnaire de serveur et sélectionner l'option "Ajouter 

des rôles et fonctionnalités". 

 

Lancer l’assistant d’ajout de rôles et de fonctionnalités, et vérifier les prérequis avant 

de continuer. 

 

Choisir le type d’installation basé sur un rôle ou une fonctionnalité. 
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Sélectionner le serveur de destination où les rôles et fonctionnalités seront installés. 

 

Ajouter les fonctionnalités requises pour les services AD DS, incluant les outils de 

gestion Active Directory. 

 

 

 

 



 Titre 19/01/2025 
  Loïc Lorente 
 

P a g e  4 | 24 

 

Ajouter les fonctionnalités requises pour le serveur DNS, incluant les outils de 

gestion. 

 

Ajouter les fonctionnalités requises pour le serveur DHCP, incluant les outils de 

gestion. 
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Cocher les fonctionnalités supplémentaires nécessaires pour la configuration, 

comme la "Gestion de stratégie de groupe", et cliquer sur "Suivant". 

 

Lire les informations sur les services de domaine Active Directory (AD DS) et cliquer 

sur "Suivant". 
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Prendre connaissance des détails sur le serveur DNS et cliquer sur "Suivant". 

 

Lire les détails sur le serveur DHCP et cliquer sur "Suivant". 
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Confirmer les sélections d'installation en vérifiant les rôles et fonctionnalités 

sélectionnés et cocher "Redémarrer automatiquement le serveur si nécessaire", puis 

cliquer sur "Installer". 

 

Suivre la progression de l'installation des fonctionnalités et attendre la fin. 
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À la fin de l'installation, cliquer sur "Fermer" et passer aux configurations post-

déploiement pour AD DS et DHCP. 

 

Sélectionner l'option "Ajouter une nouvelle forêt" dans l'Assistant de configuration 

des services AD DS et entrer le nom de domaine racine "testloic.lan". 
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Spécifier les options du contrôleur de domaine, définir le mot de passe DSRM, et 

choisir les niveaux fonctionnels de la forêt et du domaine. 

 

Configurer les options DNS, en notant l'impossibilité de créer une délégation DNS. 
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Vérifier et modifier si nécessaire le nom de domaine NetBIOS attribué, ici 

"TESTLOIC". 

 

Indiquer les chemins d'accès pour les bases de données AD DS, les fichiers 

journaux, et SYSVOL. 
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Examiner les options sélectionnées avant de lancer la vérification de la 

configuration. 

 

Vérification de la configuration requise terminée avec succès. Lire les messages 

concernant les paramètres de sécurité et DNS. 
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Début de l'installation des services AD DS, affichant les avertissements et 

l'avancement. 

 

Notification indiquant que l’ordinateur va redémarrer car les services de domaine 

Active Directory ont été installés ou supprimés. 

 

Écran "Application des paramètres de l’ordinateur" pendant le processus de 

redémarrage. 
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Écran de connexion du domaine, affichant l’utilisateur administrateur 

"TESTLOIC\Administrateur". 

 

Tableau de bord du gestionnaire de serveur affichant les rôles installés : AD DS, 

DHCP, DNS, et Services de fichiers et de stockage. 

 

Notification de configuration post-déploiement requise pour le serveur DHCP. 
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Assistant de configuration post-installation du serveur DHCP, précisant les étapes 

pour créer des groupes de sécurité et autoriser le serveur DHCP. 

 

Spécification des informations d’identification pour autoriser le serveur DHCP dans 

les services AD DS. 
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Résumé de l’état des étapes de configuration post-installation du DHCP, indiquant 

que les étapes sont terminées. 

 

Vue consolidée dans le tableau de bord des services installés : AD DS, DNS, DHCP, 

et Services de fichiers et de stockage. 
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Menu des outils d’administration, mettant en évidence l’accès à l’outil DHCP pour la 

gestion des services DHCP. 
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Interface principale de l’outil DHCP, permettant de créer une nouvelle étendue en 

cliquant sur Nouvelle étendue dans le menu contextuel. 

 

Assistant Nouvelle étendue, introduisant les étapes pour configurer une nouvelle 

plage d’adresses IP. 
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Nomination de l’étendue avec un champ permettant de définir un nom (exemple : 

users) et une description optionnelle. 

 

Configuration de la plage d’adresses IP avec les adresses de début 

(192.168.110.20) et de fin (192.168.110.27), ainsi que le masque de sous-réseau 

(255.255.255.0). 
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Étape d’exclusion et de retard, permettant de définir des plages d’adresses IP à 

exclure ou un délai pour les transmissions DHCP. 

 

Définition de la durée du bail pour les adresses IP attribuées par l’étendue, avec une 

durée par défaut de 8 jours, placé à 3 heures par sécurité. 
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Configuration des options DHCP pour définir les paramètres réseau, sélectionnant 

l’option de configuration immédiate. 

 

Configuration du routeur (passerelle par défaut) avec l’adresse IP 192.168.110.100. 
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Configuration des serveurs DNS, avec la possibilité d’ajouter des adresses IP pour 

le routage DNS des clients. 

 

Activation de l'étendue DHCP dans l'Assistant Nouvelle Étendue, permettant aux 

clients d'obtenir des baux d'adresses immédiatement.
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Fin de l'Assistant Nouvelle Étendue, confirmant la création réussie de l'étendue et 

proposant des options supplémentaires pour la configuration.

 

Vue du Gestionnaire DHCP après la création de l'étendue, montrant les paramètres 

configurés pour la plage d'adresses IP allant de 192.168.110.20 à 192.168.110.27. 
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Gestionnaire DNS affichant les zones de recherche directe, notamment le domaine 

testloic.lan, avec les entrées associées pour les serveurs et les hôtes. 

 

Vue du Gestionnaire de Domaines et Approbations Active Directory, avec la 

possibilité de gérer ou d’augmenter le niveau fonctionnel du domaine testloic.lan. 
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Gestionnaire des Utilisateurs et Ordinateurs Active Directory, affichant les groupes et 

utilisateurs par défaut du domaine testloic.lan.

 

Conclusion : 

Les rôles AD DS, DHCP et DNS sont des éléments essentiels pour la gestion et le 

bon fonctionnement d'une infrastructure réseau. L’Active Directory Domain 

Services permet une administration centralisée des utilisateurs, des ordinateurs et 

des ressources, renforçant la sécurité et la productivité. Le rôle DHCP automatise la 

gestion des adresses IP, réduisant ainsi les erreurs et facilitant l’évolutivité du 

réseau. Enfin, le rôle DNS garantit une communication rapide et fiable au sein du 

réseau en traduisant les noms de domaine en adresses IP. Ensemble, ces rôles 

constituent la colonne vertébrale d’un environnement réseau robuste et bien 

organisé, indispensable pour répondre aux besoins d'une organisation moderne. 

 

 

 

 

 

 

 


